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Quantum steering

Foundational approach:
 

Which states can Alice 
remotely prepare to Bob

Schrödinger 1936

Operational approach: 

Entanglement certification 
with an untrusted party 

Wiseman, Jones, Doherty, 2007



Quantum information 
with untrusted parties



1. Operational approach 
to steering

Entanglement detection with untrusted Alice.
SDP characterization.



2. Multipartite steering
Entanglement detection with untrusted parties.



3. Post-quantum steering
Post-quantum correlations 

without post-quantum nonlocality
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Local hidden state model (Wiseman, Jones, Doherty, PRL’07)
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Testing for the existence of an lhs model 
is a semi-definite program. 

M. Pusey, PRA’13
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The solution of this sdp gives 
the optimal steering inequality
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Multipartite quantum 

steering



Foundational approach:
 

Which states can Alice 
and Bob remotely 
prepare to Charlie

He and Reid ‘13

Operational approach: 

Genuine multipartite 
entanglement certification 

with untrusted parties 

Cavalcanti, et al. ‘15
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Given  or  , check for the possibility of 

· fully separable
· biseparable

· separable in a bipartition

with semidefinite programming.

Operational approach to multipartite steering

Cavalcanti et al., Nat Commns. ‘15
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rections that some of parties implement are not known, and
may as well be considered as untrusted. Finally, quantum-
key-distribution systems and quantum randomness generators
are nowadays at the commercial level. Clearly, the general
consumers of these products are not capable of reverse engi-
neering the devices, and may not want to trust their providers.

Here we propose a general method to detect all kinds of en-
tanglement that can be present in a quantum network, where
some of the parties use untrusted measurements and must use
data lists. We show how the different types of entanglement
constrain the corresponding observed experimental data and
present an efficient method to obtain semi-device-independent
entanglement witnesses in the form of multipartite steering in-
equalities. We furthermore implement this method in a proof-
of-principle optical experiment and demonstrate the violation
of multipartite steering inequalities in both scenarios where
either one or two parties perform untrusted measurements.
Finally, we also quantify the advantage that the present ap-
proach provides over the device-independent one in terms of
tolerance to noise.

II. RESULTS

A. Semi-device-independent test of multipartite entanglement

We start by explaining the scenario considered here, which
consists of a quantum network on N parties sharing an un-
known system in state ρ (see Fig. 1). Some of the parties
perform measurements that are uncharacterised, or untrusted,
while others have total control over their measurement appa-
ratuses. Those parties who do not trust their apparatuses treat
them as black boxes in which they can provide classical in-
puts (corresponding to the choice of measurement settings)
and receive classical outputs (corresponding to the measure-
ment outcomes). Notice that not even the Hilbert space di-
mension of these systems are assumed. The parties that trust
their measurements can actually implement quantum state to-
mography, and reconstruct the density matrix they hold after
the untrusted parties announce their measurement choices and
outcomes. Based on this knowledge the goal is to decide if the
original state ρ had some kind of entanglement.

In the general case of N parties there will be several semi-
device-independent cases, depending on which parties are
trusted. For simplicity, in what follows we will explain our
method for the case of detecting genuine multipartite entan-
glement in a tripartite system. This case contains all the ba-
sic ingredients needed to understand both how to detect other
types of entanglement and how to treat systems composed of
more parties. These procedures are described in detail in the
Supplementary Notes I-III.

Let us consider that an unknown tripartite state ρABC is
distributed between three parties: Alice, Bob and Charlie.
Two semi-device-independent cases arise: (i) when only one
party’s device is untrusted and (ii) when two parties’ devices
are untrusted. Let us consider the first case, supposing that
Alice holds the untrusted device. In this case, there is no
assumptions on Alice’s measurements and we describe them

with some unknown measurement operators Ma|x, where the
subscript x labels the measurement choices and a the possible
outcomes. Not even the dimension of Alice’s subsystem is
assumed. Since Bob and Charlie trust their apparatuses they
can perform tomography and determine their (unnormalized)
conditional states σBC

a|x as

σBC
a|x = trA(Ma|x ⊗ 11B ⊗ 11Cρ

ABC). (1)

The set of unnormalized states {σBC
a|x}a,x is called an as-

semblage and contains all the information obtainable in this
situation as it encodes both the probability that Alice ob-
tains the result a given that she made the measurement x, as
p(a|x) = tr(σBC

a|x), as well as the corresponding conditional
state ρBC

a|x = σBC
a|x/p(a|x).

The second situation is when two parties, say Alice and
Bob, have untrusted devices. In this situation Bob’s measure-
ment is also treated as a black box performing measurements
associated to unknown measurement operators Mb|y , while
Charlie can tomographically determine the assemblage

σC
ab|xy = trAB(Ma|x ⊗Mb|y ⊗ 11CρABC). (2)

The probability distributions of Alice and Bob’s measure-
ments is encoded in p(ab|xy) = trσC

ab|xy .
If the initial state ρABC contains no genuine multipartite

entanglement, i.e. it is biseparable, then it has the form

ρABC =
∑
λ

pA:BC
λ ρAλ ⊗ ρBC

λ +
∑
µ

pB:AC
µ ρBµ ⊗ ρAC

µ

+
∑
ν

pAB:C
ν ρAB

ν ⊗ ρCν , (3)

where pA:BC
λ , pB:AC

µ and pAB:C
ν are probability distributions.

Then the assemblages (1) and (2) have the form

σBC
a|x = tr(Ma|x ⊗ 11B ⊗ 11CρABC)

=
∑
λ

pA:BC
λ pλ(a|x)ρBC

λ (4)

+
∑
µ

pB:AC
µ ρBµ ⊗ σC

a|x,µ (5)

+
∑
ν

pAB:C
ν σB

a|xν ⊗ ρCν (6)

and

σC
ab|xy = trAB(Ma|x ⊗Mb|y ⊗ 11Cρ

ABC)

=
∑
λ

pA:BC
λ pλ(a|x)σC

b|y,λ (7)

+
∑
λ

pB:AC
µ pµ(b|y)σC

a|x,µ (8)

+
∑
λ

pAB:C
ν pν(ab|xy)ρCν (9)

respectively.
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a|x), as well as the corresponding conditional
state ρBC

a|x = σBC
a|x/p(a|x).

The second situation is when two parties, say Alice and
Bob, have untrusted devices. In this situation Bob’s measure-
ment is also treated as a black box performing measurements
associated to unknown measurement operators Mb|y , while
Charlie can tomographically determine the assemblage

σC
ab|xy = trAB(Ma|x ⊗Mb|y ⊗ 11CρABC). (2)

The probability distributions of Alice and Bob’s measure-
ments is encoded in p(ab|xy) = trσC
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rections that some of parties implement are not known, and
may as well be considered as untrusted. Finally, quantum-
key-distribution systems and quantum randomness generators
are nowadays at the commercial level. Clearly, the general
consumers of these products are not capable of reverse engi-
neering the devices, and may not want to trust their providers.

Here we propose a general method to detect all kinds of en-
tanglement that can be present in a quantum network, where
some of the parties use untrusted measurements and must use
data lists. We show how the different types of entanglement
constrain the corresponding observed experimental data and
present an efficient method to obtain semi-device-independent
entanglement witnesses in the form of multipartite steering in-
equalities. We furthermore implement this method in a proof-
of-principle optical experiment and demonstrate the violation
of multipartite steering inequalities in both scenarios where
either one or two parties perform untrusted measurements.
Finally, we also quantify the advantage that the present ap-
proach provides over the device-independent one in terms of
tolerance to noise.

II. RESULTS

A. Semi-device-independent test of multipartite entanglement

We start by explaining the scenario considered here, which
consists of a quantum network on N parties sharing an un-
known system in state ρ (see Fig. 1). Some of the parties
perform measurements that are uncharacterised, or untrusted,
while others have total control over their measurement appa-
ratuses. Those parties who do not trust their apparatuses treat
them as black boxes in which they can provide classical in-
puts (corresponding to the choice of measurement settings)
and receive classical outputs (corresponding to the measure-
ment outcomes). Notice that not even the Hilbert space di-
mension of these systems are assumed. The parties that trust
their measurements can actually implement quantum state to-
mography, and reconstruct the density matrix they hold after
the untrusted parties announce their measurement choices and
outcomes. Based on this knowledge the goal is to decide if the
original state ρ had some kind of entanglement.

In the general case of N parties there will be several semi-
device-independent cases, depending on which parties are
trusted. For simplicity, in what follows we will explain our
method for the case of detecting genuine multipartite entan-
glement in a tripartite system. This case contains all the ba-
sic ingredients needed to understand both how to detect other
types of entanglement and how to treat systems composed of
more parties. These procedures are described in detail in the
Supplementary Notes I-III.

Let us consider that an unknown tripartite state ρABC is
distributed between three parties: Alice, Bob and Charlie.
Two semi-device-independent cases arise: (i) when only one
party’s device is untrusted and (ii) when two parties’ devices
are untrusted. Let us consider the first case, supposing that
Alice holds the untrusted device. In this case, there is no
assumptions on Alice’s measurements and we describe them

with some unknown measurement operators Ma|x, where the
subscript x labels the measurement choices and a the possible
outcomes. Not even the dimension of Alice’s subsystem is
assumed. Since Bob and Charlie trust their apparatuses they
can perform tomography and determine their (unnormalized)
conditional states σBC

a|x as

σBC
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a|x}a,x is called an as-
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p(a|x) = tr(σBC

a|x), as well as the corresponding conditional
state ρBC

a|x = σBC
a|x/p(a|x).

The second situation is when two parties, say Alice and
Bob, have untrusted devices. In this situation Bob’s measure-
ment is also treated as a black box performing measurements
associated to unknown measurement operators Mb|y , while
Charlie can tomographically determine the assemblage

σC
ab|xy = trAB(Ma|x ⊗Mb|y ⊗ 11CρABC). (2)

The probability distributions of Alice and Bob’s measure-
ments is encoded in p(ab|xy) = trσC
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If the initial state ρABC contains no genuine multipartite
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rections that some of parties implement are not known, and
may as well be considered as untrusted. Finally, quantum-
key-distribution systems and quantum randomness generators
are nowadays at the commercial level. Clearly, the general
consumers of these products are not capable of reverse engi-
neering the devices, and may not want to trust their providers.

Here we propose a general method to detect all kinds of en-
tanglement that can be present in a quantum network, where
some of the parties use untrusted measurements and must use
data lists. We show how the different types of entanglement
constrain the corresponding observed experimental data and
present an efficient method to obtain semi-device-independent
entanglement witnesses in the form of multipartite steering in-
equalities. We furthermore implement this method in a proof-
of-principle optical experiment and demonstrate the violation
of multipartite steering inequalities in both scenarios where
either one or two parties perform untrusted measurements.
Finally, we also quantify the advantage that the present ap-
proach provides over the device-independent one in terms of
tolerance to noise.

II. RESULTS

A. Semi-device-independent test of multipartite entanglement

We start by explaining the scenario considered here, which
consists of a quantum network on N parties sharing an un-
known system in state ρ (see Fig. 1). Some of the parties
perform measurements that are uncharacterised, or untrusted,
while others have total control over their measurement appa-
ratuses. Those parties who do not trust their apparatuses treat
them as black boxes in which they can provide classical in-
puts (corresponding to the choice of measurement settings)
and receive classical outputs (corresponding to the measure-
ment outcomes). Notice that not even the Hilbert space di-
mension of these systems are assumed. The parties that trust
their measurements can actually implement quantum state to-
mography, and reconstruct the density matrix they hold after
the untrusted parties announce their measurement choices and
outcomes. Based on this knowledge the goal is to decide if the
original state ρ had some kind of entanglement.

In the general case of N parties there will be several semi-
device-independent cases, depending on which parties are
trusted. For simplicity, in what follows we will explain our
method for the case of detecting genuine multipartite entan-
glement in a tripartite system. This case contains all the ba-
sic ingredients needed to understand both how to detect other
types of entanglement and how to treat systems composed of
more parties. These procedures are described in detail in the
Supplementary Notes I-III.

Let us consider that an unknown tripartite state ρABC is
distributed between three parties: Alice, Bob and Charlie.
Two semi-device-independent cases arise: (i) when only one
party’s device is untrusted and (ii) when two parties’ devices
are untrusted. Let us consider the first case, supposing that
Alice holds the untrusted device. In this case, there is no
assumptions on Alice’s measurements and we describe them

with some unknown measurement operators Ma|x, where the
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outcomes. Not even the dimension of Alice’s subsystem is
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a|x = trA(Ma|x ⊗ 11B ⊗ 11Cρ

ABC). (1)

The set of unnormalized states {σBC
a|x}a,x is called an as-
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situation as it encodes both the probability that Alice ob-
tains the result a given that she made the measurement x, as
p(a|x) = tr(σBC

a|x), as well as the corresponding conditional
state ρBC

a|x = σBC
a|x/p(a|x).

The second situation is when two parties, say Alice and
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The probability distributions of Alice and Bob’s measure-
ments is encoded in p(ab|xy) = trσC
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rections that some of parties implement are not known, and
may as well be considered as untrusted. Finally, quantum-
key-distribution systems and quantum randomness generators
are nowadays at the commercial level. Clearly, the general
consumers of these products are not capable of reverse engi-
neering the devices, and may not want to trust their providers.

Here we propose a general method to detect all kinds of en-
tanglement that can be present in a quantum network, where
some of the parties use untrusted measurements and must use
data lists. We show how the different types of entanglement
constrain the corresponding observed experimental data and
present an efficient method to obtain semi-device-independent
entanglement witnesses in the form of multipartite steering in-
equalities. We furthermore implement this method in a proof-
of-principle optical experiment and demonstrate the violation
of multipartite steering inequalities in both scenarios where
either one or two parties perform untrusted measurements.
Finally, we also quantify the advantage that the present ap-
proach provides over the device-independent one in terms of
tolerance to noise.

II. RESULTS

A. Semi-device-independent test of multipartite entanglement

We start by explaining the scenario considered here, which
consists of a quantum network on N parties sharing an un-
known system in state ρ (see Fig. 1). Some of the parties
perform measurements that are uncharacterised, or untrusted,
while others have total control over their measurement appa-
ratuses. Those parties who do not trust their apparatuses treat
them as black boxes in which they can provide classical in-
puts (corresponding to the choice of measurement settings)
and receive classical outputs (corresponding to the measure-
ment outcomes). Notice that not even the Hilbert space di-
mension of these systems are assumed. The parties that trust
their measurements can actually implement quantum state to-
mography, and reconstruct the density matrix they hold after
the untrusted parties announce their measurement choices and
outcomes. Based on this knowledge the goal is to decide if the
original state ρ had some kind of entanglement.

In the general case of N parties there will be several semi-
device-independent cases, depending on which parties are
trusted. For simplicity, in what follows we will explain our
method for the case of detecting genuine multipartite entan-
glement in a tripartite system. This case contains all the ba-
sic ingredients needed to understand both how to detect other
types of entanglement and how to treat systems composed of
more parties. These procedures are described in detail in the
Supplementary Notes I-III.

Let us consider that an unknown tripartite state ρABC is
distributed between three parties: Alice, Bob and Charlie.
Two semi-device-independent cases arise: (i) when only one
party’s device is untrusted and (ii) when two parties’ devices
are untrusted. Let us consider the first case, supposing that
Alice holds the untrusted device. In this case, there is no
assumptions on Alice’s measurements and we describe them

with some unknown measurement operators Ma|x, where the
subscript x labels the measurement choices and a the possible
outcomes. Not even the dimension of Alice’s subsystem is
assumed. Since Bob and Charlie trust their apparatuses they
can perform tomography and determine their (unnormalized)
conditional states σBC

a|x as

σBC
a|x = trA(Ma|x ⊗ 11B ⊗ 11Cρ

ABC). (1)

The set of unnormalized states {σBC
a|x}a,x is called an as-

semblage and contains all the information obtainable in this
situation as it encodes both the probability that Alice ob-
tains the result a given that she made the measurement x, as
p(a|x) = tr(σBC

a|x), as well as the corresponding conditional
state ρBC

a|x = σBC
a|x/p(a|x).

The second situation is when two parties, say Alice and
Bob, have untrusted devices. In this situation Bob’s measure-
ment is also treated as a black box performing measurements
associated to unknown measurement operators Mb|y , while
Charlie can tomographically determine the assemblage

σC
ab|xy = trAB(Ma|x ⊗Mb|y ⊗ 11CρABC). (2)

The probability distributions of Alice and Bob’s measure-
ments is encoded in p(ab|xy) = trσC

ab|xy .
If the initial state ρABC contains no genuine multipartite
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ρABC =
∑
λ

pA:BC
λ ρAλ ⊗ ρBC

λ +
∑
µ

pB:AC
µ ρBµ ⊗ ρAC

µ

+
∑
ν

pAB:C
ν ρAB

ν ⊗ ρCν , (3)

where pA:BC
λ , pB:AC

µ and pAB:C
ν are probability distributions.

Then the assemblages (1) and (2) have the form

σBC
a|x = tr(Ma|x ⊗ 11B ⊗ 11CρABC)

=
∑
λ

pA:BC
λ pλ(a|x)ρBC

λ (4)

+
∑
µ

pB:AC
µ ρBµ ⊗ σC

a|x,µ (5)

+
∑
ν

pAB:C
ν σB

a|xν ⊗ ρCν (6)

and

σC
ab|xy = trAB(Ma|x ⊗Mb|y ⊗ 11Cρ

ABC)

=
∑
λ

pA:BC
λ pλ(a|x)σC

b|y,λ (7)

+
∑
λ

pB:AC
µ pµ(b|y)σC

a|x,µ (8)

+
∑
λ

pAB:C
ν pν(ab|xy)ρCν (9)

respectively.

2

rections that some of parties implement are not known, and
may as well be considered as untrusted. Finally, quantum-
key-distribution systems and quantum randomness generators
are nowadays at the commercial level. Clearly, the general
consumers of these products are not capable of reverse engi-
neering the devices, and may not want to trust their providers.

Here we propose a general method to detect all kinds of en-
tanglement that can be present in a quantum network, where
some of the parties use untrusted measurements and must use
data lists. We show how the different types of entanglement
constrain the corresponding observed experimental data and
present an efficient method to obtain semi-device-independent
entanglement witnesses in the form of multipartite steering in-
equalities. We furthermore implement this method in a proof-
of-principle optical experiment and demonstrate the violation
of multipartite steering inequalities in both scenarios where
either one or two parties perform untrusted measurements.
Finally, we also quantify the advantage that the present ap-
proach provides over the device-independent one in terms of
tolerance to noise.

II. RESULTS

A. Semi-device-independent test of multipartite entanglement

We start by explaining the scenario considered here, which
consists of a quantum network on N parties sharing an un-
known system in state ρ (see Fig. 1). Some of the parties
perform measurements that are uncharacterised, or untrusted,
while others have total control over their measurement appa-
ratuses. Those parties who do not trust their apparatuses treat
them as black boxes in which they can provide classical in-
puts (corresponding to the choice of measurement settings)
and receive classical outputs (corresponding to the measure-
ment outcomes). Notice that not even the Hilbert space di-
mension of these systems are assumed. The parties that trust
their measurements can actually implement quantum state to-
mography, and reconstruct the density matrix they hold after
the untrusted parties announce their measurement choices and
outcomes. Based on this knowledge the goal is to decide if the
original state ρ had some kind of entanglement.

In the general case of N parties there will be several semi-
device-independent cases, depending on which parties are
trusted. For simplicity, in what follows we will explain our
method for the case of detecting genuine multipartite entan-
glement in a tripartite system. This case contains all the ba-
sic ingredients needed to understand both how to detect other
types of entanglement and how to treat systems composed of
more parties. These procedures are described in detail in the
Supplementary Notes I-III.

Let us consider that an unknown tripartite state ρABC is
distributed between three parties: Alice, Bob and Charlie.
Two semi-device-independent cases arise: (i) when only one
party’s device is untrusted and (ii) when two parties’ devices
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p(a|x) = tr(σBC
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state ρBC

a|x = σBC
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The probability distributions of Alice and Bob’s measure-
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Thus, the fact that the original state is biseparable imposes
constraints on the observed assemblages. For instance, in (4)
the dependence on the variables a and x is only through the
distribution pλ(a|x) and not through the quantum states. This
is a typical instance of an unsteerable bipartite assemblage
[10]. The assemblage in (5) satisfies two constraints: each
conditional state is a separable state, and the dependence in
a and x is due only to Charlie’s system, and not Bob’s. The
assemblage in (6) is similar to the one in (5), only with Bob’s
and Charlie’s roles exchanged. Thus, in order to test if a given
assemblage σobs

a|x has the form (4) consistent with having been
produced by a biseparable state one could run the following
program:

find ΓA:BC
a|x ,ΓB:AC

a|x ,ΓC:AB
a|x , (10)

such that
σobs
a|x = ΓA:BC

a|x + ΓB:AC
a|x + ΓC:AB

a|x ,

ΓA:BC
a|x ≥ 0, ΓB:AC

a|x ≥ 0,ΓC:AB
a|x ≥ 0,

ΓA:BC
a|x is unsteerable,

ΓB:AC
a|x is separable and unsteerable from A to B,

ΓC:AB
a|x is separable and unsteerable from A to C.

If no such triple of assemblages exists, then the underlying
state was definitely not biseparable, and therefore genuine
multipartite entangled. The main problem with this method
is that, apart from systems with dimension lower than 6, test-
ing separability is computationally demanding [34]. As we
show in the Supplementary Notes I and II, we can overcome
this problem by considering approximations of the set of sepa-
rable states which relax the above program into a semidefinite
program (SDP) [36, 37], for which efficient numerical meth-
ods exist.

A similar analysis can be made for the decomposition (7)
(see Supplementary Note II) and other types of entanglement
(see Supplementary Table I). For instance, (7) refers to an
assemblage that is unsteerable from A to C and (8) to one
that is unsteerable from B to C. The assemblage (9) has two
properties: it is unsteerable, and the probability distributions
pν(ab|xy) must have quantum realisations, i.e. must come
from measurements on quantum states. Again, this last re-
quirement is in general difficult to test. However, we can once
again make use of relaxations of the set of quantum probabil-
ity distributions [35] to transform the program into a semidef-
inite program.

All in all, for each semi-device-independent scenario the
type of entanglement in the distributed state will impose con-
straints on the assemblages one could observe. These con-
straints allow the parties holding the trusted devices to deter-
mine if this state must have been genuine multipartite entan-
gled (e.g.if the observed data admits no decomposition of the
form (4) or (7) then there exists no biseparable state that could
explain it). Therefore, even not knowing the initial state or
what type of measurements the untrusted parties performed, it
is possible to discriminate the assemblages that were produced
by states containing some type of entanglement.

Finally, in each case the program can be seen as a mem-
bership test for the observed assemblage to be contained in-

side a convex set. It is always possible to certify that a point
lies outside a convex set by finding a separating hyperplane
between the set and the point. As we show in the Supple-
mentary Note II, in each case we can find the lagrange dual
program to the set membership test, which always amounts to
finding such a separating hyperplane. Such separating hyper-
planes are precisely multipartite steering inequalities, which
can alternatively be thought of as semi-device independent en-
tanglement witnesses. Thus our method naturally generates
steering inequalities which can then be used as witnesses for
multipartite entanglement.

B. Practical considerations

Due to experimental errors and finite statistics the exper-
imentally observed data is not strictly compatible with any
physical state and local measurements. In particular, all as-
semblages which exactly reproduce the experimental data
in general do not satisfy the no-signalling constraint that∑

a σ
BC
a|x =

∑
a σ

BC
a|x′ for x �= x′. Since the present meth-

ods are tailored to detect entanglement of physical states we
can not use the observed data directly to test for the presence
of entanglement.

We thus propose to proceed with the following steps: First,
given the experimental data, generate a physical assemblage
that best approximates it through, for instance, a maximum
likelihood reconstruction method. Second, having obtained
the best physical approximation to the actual data, use the SDP
method discussed in the Supplementary Note II to check for
any type of entanglement. This method also generates an in-
equality that is satisfied by all assemblages coming from states
which do not have the type of entanglement tested. Finally
check that the observed data violates this inequality.

C. Examples: GHZ and W states

As examples, we used our method to produce the following
inequality that is satisfied by all assemblages of the form (1)
(see also Supplementary IV):

1+0.1547〈ZBZC〉− 1
3

(
〈A3ZB〉+ 〈A3ZC〉+ 〈A1XBXC〉

− 〈A1YBYC〉 − 〈A2XBYC〉 − 〈A2YBXC〉
)
≥ 0, (11)

with Ai for i = 1, 2, 3, being observables in Alice’s system
with outcomes labelled ±1 and X,Y and Z representing the
Pauli operators. The GHZ state (|000〉 + |111〉)/

√
2 violates

this inequality by −0.8453 � 0 when Alice’s measurements
are also X , Y and Z, which numerical optimization suggests
are the optimal choices for Alice.

In the case Alice and Bob perform untrusted measurements
we have derived the following inequality which is satisfied by
assemblages of the form (2):

1− α〈A3B3〉 − α〈A3Z〉 − α〈B3Z〉 − β〈A1B1X〉
+ β〈A1B2Y 〉+ β〈A2B1Y 〉+ β〈A2B2X〉 ≥ 0 (12)

GHZ state achieves -0.84



Comparison with entanglement and nonlocality

0.66

0.63

0.54

0.42
p

gen. mult. nonlocality*

gen. mult. steering

gen. mult. entanglement**

1
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Tripartite steering
1

Form of state
Unstrusted
parties

Known objects SDP

X

λ

p

λ

⇢

A
λ

⌦ ⇢

B
λ

⌦ ⇢

C
λ

A σ

BC
a|x

max p

s.t
P

µ

D

µ

(a|x)σBC
µ

= σ

BC
a|x − p idBC

a|x, (1)
⇣
σ

BC
µ

⌘
TB ≥ 0, σ

BC
µ

≥ 0.

A and B σ

C
ab|xy

max p

s.t.
P

µ,λ

D

µ

(a|x)D
λ

(b|y)σC
µλ

= σ

C
ab|xy

− p idC
ab|xy

, (2)

σ

C
µλ

≥ 0.

X

λ

p

λ

⇢

A
λ

⌦ ⇢

BC
λ

A σ

BC
a|x

max p

s.t
P

µ

D

µ

(a|x)σBC
µ

= σ

BC
a|x − p idBC

a|x, (3)

σ

BC
µ

≥ 0.

B σ

AC
b|y

max p

s.t Γ
AC
b|y = σ

AC
b|y − p id

AC
b|y , (4)

trC Γ
AC
b|y =

P
µ

D

µ

(b|y)σA
µ

,

(Γ
AC
b|y)

TA ≥ 0, Γ
AC
b|y ≥ 0, σ

A
µ

≥ 0.

A and B σ

C
ab|xy

max p

s.t
P

µ

D

µ

(a|x)σC
b|y,µ

= σ

C
ab|xy

− p idC
ab|xy

, (5)

σ

C
b|y,µ

≥ 0.

B and C σ

A
bc|yz

max p

s.t.
P

µ

D

NS(bc|yz, µ)σA
µ

= σ

A
bc|yz

− p idA
bc|yz

(6)

P
µ

D

NS(bc|yz, µ)σA
µ

2 Q(k)
A , σ

A
µ

≥ 0

X

λ

p

A:BC
λ

⇢

A
λ

⌦ ⇢

BC
λ

+
X

λ

p

B:AC
λ

⇢

B
λ

⌦ ⇢

AC
λ

+
X

λ

p

AB:C
λ

⇢

AB
λ

⌦ ⇢

C

λ

A σ

BC
a|x

max p

s.t. Γ
A:BC
a|x + Γ

B:AC
a|x + Γ

C:AB
a|x = σ

BC
a|x − p id

BC
a|x

Γ
A:BC
a|x =

P
µ

D

µ

(a|x)σBC
µ

, σ

BC
µ

≥ 0

trC Γ
B:AC
a|x =

P
µ

D

µ

(a|x)σB
µ

, σ

B
µ

≥ 0, (7)

trB Γ
C:AB
a|x =

P
µ

D

µ

(a|x)σC
µ

, σ

C
µ

≥ 0,
⇣
Γ
B:AC
a|x

⌘
TB ≥ 0,

⇣
Γ
C:AB
a|x

⌘
TB ≥ 0.

Γ
B:AC
a|x ≥ 0, Γ

C:AB
a|x ≥ 0,

X

a

Γ
B:AC
a|x =

X

a

Γ
B:AC
a|x0 .

A and B σ

C
ab|xy

max p

s.t. ⇧
A:BC
ab|xy

+ ⇧
B:AC
ab|xy

+ ⇧
C:AB
ab|xy

= σ

C
ab|xy

− p id
C
ab|xy

⇧
A:BC
ab|xy

=
P

µ

D

µ

(a|x)σC
b|y,µ

, σ

C
b|y,µ

≥ 0

⇧
B:AC
ab|xy

=
P

µ

D

µ

(b|y)σC
a|x,µ

, σ

C
a|x,µ

≥ 0 (8)

⇧
C:AB
ab|xy

=
P

µ

D

NS
⌫

(ab|xy)σC
⌫

, σ

C
⌫

≥ 0

⇧
C:AB
ab|xy

2 Q(k)
C ,

X

b

σ

C
b|y,µ

=
X

b

σ

C
b|y0

,µ

Supplementary Table I: Collection of all SDP tests for the tripartite case. All expressions with indices
should be understood to hold for each value of the index. Various SDPs depend upon a parameter k, such that for
larger values of k we obtain a better approximate characterisation of the set, and therefore a more stringent test. All
programs are strictly feasible and are such that a negative optimal value p

⇤
< 0 certifies that the assemblage has the

corresponding type of entanglement. In this case the dual provides a semi-device-indepenent entanglement witness
in the form of a steering inequality. An optimal solution p

⇤ ≥ 0 indicates that the assemblage is inside the
corresponding set, i.e. that one cannot conclude that the state contains the desired type of entanglement.

Cavalcanti et al., 
Nat Commns. ‘15



Stay tuned!

Characterising steering via 
semi-definite programming
DC, P. Skrzypczyk, A. Acín, in preparation



3. 
Multipartite 

post-quantum steering



Post-quantum nonlocality

No-signallingQuantum



Post-quantum nonlocality

No-signallingQuantum



Post-quantum nonlocality

PR BOX

No-signallingQuantum



Is there post-quantum steering?



Quantum assemblages are no-signalling

No-signallingQuantum

A



No-signalling assemblages are quantum

Hughston, Jozsa, Wootters, Gisin, ...‘93

No-signallingQuantum

A



Is there post-quantum steering?

bipartite: no



Is there post-quantum steering?

bipartite: no
tripartite: yes



 Trivial post-quantum tripartite assemblage

No-signallingQuantum

x y

a b

PR BOX



Is there post-quantum steering 
that doesn’t come from 

post-quantum nonlocality?



 Genuine post-quantum tripartite assemblages

· no-signalling
· any measurement leads to local 

(hence quantum) probability distributions
· post-quantum

We found 

PRL115, 190403 (2015)



Outlook



Towards quantum 
information processing 
with untrusted parties 

Entanglement detection, qkd
randomness certification, joint measurability

...



Steering as 
entanglement certification 

with an untrusted party.



Multipartite steering as
multipartite entanglement 

certification with 
untrusted parties.



Bipartite post-quantum 
steering doesn’t exist.

Tripartite postquantum 
steering does.



Talk based on 

Nat. Commun. 6, 7941 (2015)
D.C., P. Skrzypczyk, G. Aguilar, R. Nery, 

P.  Souto Ribeiro, S. Walborn 

Phys. Rev. Lett. 115, 190403 (2015)
A. Sainz, N. Brunner, D.C., P. Skrzypczyk, T. Vértesi

Talk to me for details. Thank you!


